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	Reason for change:
	In section 5.28.2
TSC Assistance Information (TSCAI) the Editor's note:

Editor's note: The details on the binding information in the UE is FFS.

requires resolution.


	
	

	Summary of change:
	In 23.501, section 5.29.1 the following operations has been specified:
In order to support TSN traffic scheduling over 5GS Bridge, the 5GS supports the following functions:

-
Report the bridge information of 5GS Bridge to TSN network.

-
Map the configuration information obtained from TSN network for 5GS Bridge into 5GS QoS within PDU Session and TSC Assistance Information for efficient time-aware scheduling, as defined at clause 5.29.2.

Bridge information reported to the CNC includes 802.1Qcc bridge delay attributes for the 5GS ports to be used for the path through the 5GS.   Since these ports correspond to the UE and UPF, the UE must register, and establish a PDU Session for which one or more UPFs are selected.  Once the UE and UPF are known, the 5GS can report bridge information to the TSN network, and the CNC can calculate port configuration using 802.1Qbv (as stipulated in 23.501, 5.29.2).   
There are two options for supporting 5GS QoS.
1 – Pre-Configured/Static QoS: 5GS QoS for TSC streams is pre-configured or setup at PDU Session Establishment, prior to receiving path configuration information from the CNC.   In this case TCSAI and other stream specific characteristics are not known, there is no TSC stream specific QoS applied in the 5GS, and default QoS parameters for the TSC 5QI must be used.   AF triggered PDU Session Modification due to reception of 802.1Qbv Gate Parameter Tables is not required.
2 – Dynamic QoS: QoS for TSC streams is established via PDU Session Modification after the CNC has determined the e2e path and provided 802.1Qbv Gate Parameter Tables for the Egress port, and optionally other information has been provided to the AF that indicates the TSC stream QoS requirements (eg: information sent directly from a CUC to the AF).   To modify the PDU session after receiving configuration information from the TSN network, a binding must be established between the PDU Session and Bridge Configuration information provided by 802.1Qbv.  That way when the configuration information is received from the CNC, the PDU session to be modified is known.
802.1Qbv provides a Gate Parameter Table for 5GS bridge egress ports.  For each traffic class on the port, a Gate Control List specifies a transmission gate state of “open” or “closed” as a function of time, independent of TSN Stream ingress ports.  Furthermore, while the CNC calculations accommodate all TSN Streams for all UEs/PDU Sessions on an egress Port, the bridge only receives per-port, per-traffic class information.  802.1Qbv does not provide stream level and ingress port information to the bridge.  Hence the possible identifiers from the CNC that may be used to identify the PDU session are egress port Bridge ID and Port ID.   We assume Traffic Class will be mapped to QoS Flow, as has been suggested in several contributions.
There are two cases to consider:
· Downlink streams at the UE Egress Port:  At PDU Session Establishment, the PDU Session may be uniquely bound to the Port ID assigned to the UE.  When the CNC provides 802.1Qbv configuration information for that UE Port, a PDU Session Modification may be triggered based on the binding.

Note that the gate states for a traffic class carrying a TSN Stream(s) will reflect the open/closed needs of that stream(s) as a function of time. A 5GS QoS Flow that is mapped to a traffic class carrying the TSN traffic may be modified accordingly. 
· Uplink Streams at a UPF Egress Port:  Several bridge configuration options have been considered in S2-190172 and subsequent revisions.  
· If the 5GS Bridge is configured as a “per PDU Session based 5G bridge” (Option 4, where each UE/PDU Session is a logical bridge), then at PDU Session Establishment, the PDU Session may be uniquely bound to the Bridge ID. When the CNC provides 802.1Qbv configuration information for that that Bridge ID, a PDU Session Modification may be triggered based on the binding.

· If the 5GS Bridge is configured as a “per UE based 5G bridge” (Option 3, where each UE/PDU Session is a logical bridge), then at PDU Session Establishment, the PDU Session may be uniquely bound to the Bridge ID and UPF Port ID. When the CNC provides 802.1Qbv configuration information for that UPF Port ID and Bridge ID, a PDU Session Modification may be triggered based on the binding.

As in the case of downlink streams, the gate states for a traffic class carrying a TSN Stream(s) will reflect the open/closed needs of that stream(s) as a function of time. A 5GS QoS Flow that is mapped to the traffic class carrying the TSN traffic may be modified accordingly. 

For other 5GS bridge configurations, such as a monolithic 5GS Bridge, or a per-UPF based logical bridge (one 5GS bridge per-UPF), either:
1. At PDU Session Establishment, the PDU Session must be bound to a unique UPF Port ID that is then supplied to the CNC for path calculations.  While the physical UPF port does not change, the UPF Port ID supplied to the CNC must be unique to a PDU Session.  The suitability of this option may depend on CNC capabilities, or 

2. Option 1 described above will apply as the PDU Session cannot be determined from the 802.1Qbv port configuration information.
To accommodate the various scenarios described above for uplink and downlink TSN streams, it is proposed that at PDU Session setup, the PDU Session is bound to a Unique UE Port ID, a UPF Port ID and a Bridge ID.   The SMF assigns the IDs (eg: a unique UPF Port ID for a PDU session or a common UPF port ID for the UPF physical port) according to 5GS bridge configuration and the type of QoS (preconfigured/static or dynamic) desired by the operator.  This approach provides flexibility to support future bridge configuration methods that provide per-stream visibility (eg: 802.1Qci)
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FIRST CHANGE
5.28.2
QoS parameters mapping for 5GS Bridge configuration

In order to schedule TSN traffic over 5GS Bridge, the configuration information of 5GS Bridge is mapped to 5GS QoS within the corresponding PDU Session. When 5GS is integrated as a bridge, following are the configuration information of 5GS Bridge :

-
Bridge ID of 5GS Bridge.

-
Configuration information of scheduled traffic on ports of the TT:

-
Egress ports of 5GS Bridge, e.g., ports on UE side or ports on UPF side.

-
Traffic classes and their priorities.

-
Ingress ports of 5GS Bridge, if needed.

Editor's note:
Additional information, if needed, is FFS.

QoS for TSC streams may be pre-configured, setup during PDU Session Establishment or modified via PDU Session Modification after the TSN network (eg: CNC) has determined the end-to-end path and provided the AF/TT with 802.1Qbv Gate Parameter Tables for the 5GS egress port, and optionally other information has been provided to the AF/TT that indicates the TSC stream QoS requirements (eg: information sent directly from a CUC to the AF/TT).   To modify the PDU session after receiving configuration information from the TSN network, a binding must be established between the PDU Session and the Bridge Configuration information provided by 802.1Qbv[z]. 
To flexibly support various 5GS bridge options, a binding is established between each PDU session and:

1. A unique UE Port ID

2. A Logical Bridge ID

3. A Logical UPF Port ID

4. A UE Port MAC Address
5. A UPF Port MAC Address

The SMF determines the Bridge ID and UPF Port ID granularity (eg: a unique UPF Port ID for a PDU session vs unique for a UPF physical port, or a unique Bridge ID for a UE, vs for a UPF, etc.) according to 5GS bridge characteristics, TSN configuration (CNC) capabilities and whether dynamic QoS is required. This approach provides flexibility to support 5GS Bridges with varying granularity and can be used to support additional bridge configuration methods (eg: with per-stream visibility using 802.1Qci).  



The mapping table between the traffic class and 5GS QoS Profile is provisioned and further used to find suitable 5GS QoS profile to transfer TSN traffic over the PDU Session.

Editor's note:
The NF (AF or PCF) performing the mapping for TSN traffic scheduling information is FFS.

END OF CHANGES
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